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Statement regarding Vulnerability Note VU#192371  -  "Missing Encryption of 

Sensitive Data": 
 

Vulnerability Note VU#192371 (https://www.kb.cert.org/vuls/id/192371/) / CWE-311 

(https://cwe.mitre.org/data/definitions/311.html) 

 

The vulnerability arises from cookies being stored in memory and/or being stored in log files. 

  

NCP engineering GmbH considers its VPN products as not affected because the above-named cookies 

are only held in the private memory of the VPN connection thread just for the time of the active 

session. Once the VPN connection is terminated all session material temporarily stored by the clients 

are destroyed. 
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